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<table>
<thead>
<tr>
<th></th>
<th>b</th>
<th>k/n/t</th>
</tr>
</thead>
<tbody>
<tr>
<td>FIDES-80</td>
<td>160</td>
<td>80</td>
</tr>
<tr>
<td>FIDES-96</td>
<td>192</td>
<td>96</td>
</tr>
</tbody>
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- Similar to duplex sponge
- Rounds are not keyed
✓ Online
✓ Single pass

<table>
<thead>
<tr>
<th></th>
<th>b</th>
<th>k/n/t</th>
<th>r</th>
</tr>
</thead>
<tbody>
<tr>
<td>FIDES-80</td>
<td>160</td>
<td>80</td>
<td>10</td>
</tr>
<tr>
<td>FIDES-96</td>
<td>192</td>
<td>96</td>
<td>12</td>
</tr>
</tbody>
</table>
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\[
\begin{array}{cccccccc}
  a_{0,0} & a_{0,1} & a_{0,2} & a_{0,3} & a_{0,4} & a_{0,5} & a_{0,6} & a_{0,7} \\
  a_{1,0} & a_{1,1} & a_{1,2} & a_{1,3} & a_{1,4} & a_{1,5} & a_{1,6} & a_{1,7} \\
  a_{2,0} & a_{2,1} & a_{2,2} & a_{2,3} & a_{2,4} & a_{2,5} & a_{2,6} & a_{2,7} \\
  a_{3,0} & a_{3,1} & a_{3,2} & a_{3,3} & a_{3,4} & a_{3,5} & a_{3,6} & a_{3,7} \\
\end{array}
\]
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\[ \begin{array}{cccccccc}
  a_{0,0} & a_{0,1} & a_{0,2} & a_{0,3} & a_{0,4} & a_{0,5} & a_{0,6} & a_{0,7} \\
  a_{1,0} & a_{1,1} & a_{i,j} & a_{1,3} & a_{1,4} & a_{1,5} & a_{1,6} & a_{1,7} \\
  a_{2,0} & a_{2,1} & a_{2,2} & a_{2,3} & a_{2,4} & a_{2,5} & a_{2,6} & a_{2,7} \\
  a_{3,0} & a_{3,1} & a_{3,2} & a_{3,3} & a_{3,4} & a_{3,5} & a_{3,6} & a_{3,7} \\
\end{array} \]
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Affine Equivalent to AB permutation with degree 2

Unshared S-box

Shared S-box

# of S-boxes

# of GE (UMC 180nm)
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Affine Equivalent to AB permutation with degree 2

Unshared S-box

Shared S-box

Similar for APN
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<thead>
<tr>
<th># rnd.</th>
<th># Active S-box</th>
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<tbody>
<tr>
<td></td>
<td>any diff.</td>
</tr>
<tr>
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<table>
<thead>
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<tr>
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<td>7</td>
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<td>16</td>
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- **Differential & Linear Cryptanalysis**
  16 rounds: $2^{-4 \times 48 \times 2} = 2^{-384}$
- **Collision Trails**
  16 rounds: $2^{-4 \times (48 + 48)} = 2^{-384}$
- **Impossible Differential**
  9 rounds
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Performance

FIDES on Different Technologies

Area in GE

FIDES-80-S  FIDES-80-4S  FIDES-80-R  FIDES-80-T  FIDES-96-S  FIDES-96-4S  FIDES-96-R  FIDES-96-T

NXP 90nm  NANGATE 45nm  UMC 130nm
Performance

Throughput (kb/s) vs. Area (GE)

- FIDES-80
- FIDES-96
- ALE
- AES-CCM
- ASC-1 A
- ASC-1 B
- c-QUARK
- KECCAK-200-MD
- Hummingbird2
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Conclusion

- Lightweight AE
  - less than 1500GE
  - online, single-pass
- with Side Channel Resistance
  - TI less than 5000 GE
- and 80-bit or 90-bit security
  - AB and APN permutations
  - almost MDS
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